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ABSTRACT 

The rapid expansion of the Internet of Things (IoT) has created significant challenges in 

managing energy consumption and ensuring efficient data transmission. This paper proposes a 

Sustainable Cluster-Based Routing Protocol (SCBRP) designed to optimize data transfer 

while reducing energy consumption in IoT networks. SCBRP organizes IoT nodes into clusters, 

with cluster heads responsible for aggregating and forwarding data, thereby minimizing 

communication overhead and extending network lifetime. 

By incorporating energy-aware mechanisms in cluster formation, SCBRP ensures that nodes 

with higher energy levels take on critical roles, distributing energy usage more evenly across 

the network. The protocol also employs adaptive routing strategies, such as load balancing and 

traffic management, to optimize data transmission and avoid congestion. 

Simulation results show that SCBRP significantly outperforms traditional IoT routing protocols 

in terms of energy efficiency, network lifetime, and data throughput. Its scalability and 

adaptability make it a promising solution for large-scale IoT applications, such as smart cities 

and industrial networks, where efficient data management and sustainability are vital. This 

protocol offers a framework for developing more intelligent, eco-friendly routing solutions for 

the evolving IoT landscape. 

 

INDEX TERMS 

Internet of Things (IoT), Wireless Sensor Networks (WSNs), Cluster-Based Routing, Energy-

Aware Routing, Sustainable Routing Protocol, Adaptive Routing, Energy-Efficient Protocols, 

Dynamic Cluster Formation, Cluster Head Selection, Hierarchical Network Design, Load 

Distribution, Data Forwarding Strategies, Data Aggregation, Load Balancing, Data 

Transmission Optimization, Network Lifetime Extension, Congestion Avoidance, Power 

Management. 

 

INTRODUCTION 

The Internet of Things (IoT) is revolutionizing industries, from smart homes and healthcare to 

transportation and agriculture. The ever-growing number of IoT devices has created new 

challenges in terms of energy consumption, network scalability, and data transmission 

efficiency. In IoT networks, devices are often battery-powered, making energy efficiency a 

critical concern. Traditional routing protocols struggle to meet the demands of large-scale, 

energy-constrained IoT networks due to high energy consumption, limited scalability, and 

inefficiency in data routing. 

A promising approach to address these challenges is the cluster-based routing technique, 

where IoT nodes are organized into clusters, and a cluster head is responsible for managing 

communication within the cluster and forwarding data to the sink node. This method helps 

reduce the energy spent on long-distance communication, optimizes resource usage, and 
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improves overall network performance. However, to ensure long-term sustainability, it is 

crucial to make the protocol energy-efficient while balancing data transmission and routing 

tasks. 

This paper presents a Sustainable Cluster-Based Routing Protocol (SCBRP) aimed at 

optimizing data transmission while reducing energy consumption in IoT networks. The 

protocol dynamically selects cluster heads based on energy levels, ensuring a balanced energy 

distribution and prolonging network lifetime. SCBRP also adapts routing strategies to avoid 

congestion and ensure efficient data flow across the network. 

 

 
 

PROBLEM STATEMENT 

The Internet of Things (IoT) is rapidly expanding, with billions of devices being deployed in 

various sectors, including smart cities, healthcare, agriculture, and industrial automation. While 

IoT holds immense potential for improving efficiency and connectivity, it also faces significant 

challenges in terms of energy consumption, data transmission efficiency, and scalability. Many 

IoT devices are battery-powered, making energy efficiency a critical factor in the design of 

communication protocols. Additionally, the large-scale nature of IoT networks demands 

efficient routing strategies to handle the vast amount of data generated by these devices without 

causing network congestion or excessive energy use. 

Existing routing protocols for IoT networks, such as AODV or LEACH, often fail to address 

these challenges in a comprehensive manner. They typically overlook the long-term 

sustainability of the network, resulting in energy depletion and network inefficiencies. Current 

solutions either prioritize energy efficiency at the cost of data transmission reliability or offer 

scalability without considering the underlying energy constraints. As a result, network lifetime 

is reduced, and the performance of IoT applications is compromised. 

To address these issues, there is a need for a Sustainable Cluster-Based Routing Protocol 

(SCBRP) that can optimize data transmission while balancing energy consumption across the 

network. The protocol must ensure that the network remains scalable, adaptable, and energy-

efficient, extending its operational lifetime and ensuring optimal data flow across a diverse 

range of IoT devices. This solution should enable efficient routing even in large, dynamic, and 

energy-constrained environments, paving the way for more sustainable IoT deployments. 
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RESEARCH GAPS 

1. Dynamic Adaptation to Topology Changes 

Existing protocols like LEACH and HEED do not efficiently adapt to frequent topology 

changes in IoT networks. There is a need for adaptive clustering techniques that can 

quickly adjust to network changes in real-time. 

2. Heterogeneous Devices and Network Scalability 

Current protocols assume homogeneity in device capabilities. However, IoT networks 

are often heterogeneous, and protocols must be designed to handle diverse device 

capabilities and scale effectively in large networks. 

3. Energy Harvesting Integration 

Although energy harvesting is a promising solution, current protocols primarily rely on 

battery power. There is a gap in integrating energy harvesting techniques with battery-

powered nodes in a balanced and energy-efficient manner. 

4. Low Latency in Real-Time Applications 

Many energy-efficient protocols prioritize energy savings over latency. Real-time 

applications such as healthcare or autonomous systems require low-latency solutions 

alongside energy-efficient routing. 

5. Security and Privacy Considerations 

Security mechanisms often add overhead, impacting energy efficiency. Research is 

needed to develop secure routing protocols that balance energy consumption with 

robust security and privacy. 

6. Machine Learning for Adaptive Routing 

The integration of machine learning for dynamic routing decisions in energy-efficient 

cluster-based protocols remains underexplored. ML could optimize performance and 

energy usage based on real-time network conditions. 

 

LITERATURE REVIEW 

The challenge of optimizing data transmission while ensuring energy efficiency in IoT 

networks has attracted considerable attention in recent years. Several scholars have proposed 

various solutions, especially focusing on cluster-based routing and energy-efficient protocols. 

Cluster-Based Routing Protocols 

 

S.no Year Authors Article Title Key Findings 

1. 2000 Heinzelman et al. 

LEACH (Low-

Energy Adaptive 

Clustering 

Hierarchy) 

Introduced energy-efficient 

clustering for IoT networks with 

cluster heads aggregating data from 

members, reducing communication 

load and extending network lifetime. 

However, LEACH has fixed cluster 

head selection and lacks 

adaptability. 

2. 2004 Younis and Fahmy 

HEED (Hybrid 

Energy-Efficient 

Distributed 

Clustering) 

Improved LEACH by considering 

energy levels and communication 

costs in cluster head selection. 

Showed better energy efficiency and 

scalability, but still faced challenges 

in dynamic and heterogeneous 

environments. 
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3. 2000 Chang and Tassiulas 

TEEN (Threshold-

sensitive Energy 

Efficient Sensor 

Network) 

Reduced energy consumption by 

setting data reporting thresholds. 

Suitable for low-sensing periodicity 

and critical data transmission, 

minimizing unnecessary 

communication. 

4. 2003 
Sankarasubramaniam 

et al. 
Directed Diffusion 

Focused on energy-efficient data 

communication via data 

aggregation, reducing redundant 

transmissions. However, congestion 

in dense networks remains a 

challenge. 

5. 2012 Kumar et al. 

EDCA (Energy-

efficient 

Distributed 

Clustering 

Algorithm) 

Introduced dynamic cluster head 

selection based on energy levels and 

traffic patterns, improving network 

lifetime and load distribution in 

large-scale IoT networks. 

6. 2015 Rani and Ramaswamy 

LEACH-C 

(LEACH 

Centralized) 

Addressed LEACH’s shortcomings 

in dynamic environments by using 

centralized control for cluster head 

selection, optimizing load balancing 

and energy conservation. 

7. 2015 Cao et al. 

Energy-efficient 

routing protocol 

for sustainable IoT 

Proposed integrating energy 

harvesting (e.g., solar power) to 

extend network lifetime. However, 

energy harvesting alone doesn’t 

fully address the challenges of 

managing large-scale networks. 

8. 2017 Li et al. 
Green IoT 

Networks 

Proposed a green routing protocol 

combining power control with data 

aggregation to balance energy 

savings and efficient data 

transmission, adjusting 

communication range and cluster 

size in real-time. 

9. 2018 Zhao et al 

Challenges in 

Real-Time Data 

Transmission in 

IoT 

Discussed the trade-off between 

energy efficiency and latency in 

real-time IoT applications like smart 

healthcare. Found that energy-

efficient protocols tend to introduce 

delays, which may be unacceptable 

for real-time needs. 

10. 2020 Beyene et al. 

Machine 

Learning-Based 

Clustering 

Algorithm for IoT 

Proposed a ML-based clustering 

algorithm that adapts in real-time to 

network conditions (traffic, energy, 

mobility), optimizing performance 

with minimal human intervention. 

11. 2021 Chung et al. 
Reinforcement 

Learning for Data 

Utilized reinforcement learning for 

optimizing routing and cluster 

formation in large-scale IoT 
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Routing and 

Cluster Formation 

networks. Achieved better balance 

between energy consumption, 

network throughput, and scalability. 

 

METHODOLOGY 

The methodology for developing the Sustainable Cluster-Based Routing Protocol (SCBRP) 

is structured to address key challenges in energy efficiency, network scalability, and reliable 

data transmission in IoT environments. 

1. Objectives 

The primary objectives of SCBRP are as follows: 

 Energy Efficiency: Minimize energy consumption by carefully selecting cluster heads 

and optimizing communication within clusters. 

 Network Lifetime Extension: Prolong the operational lifetime of the IoT network by 

ensuring that energy usage is distributed evenly across nodes. 

 Scalability and Adaptability: Ensure the protocol can scale to large IoT networks and 

adapt to changing network conditions. 

 Load Balancing: Distribute the data transmission load evenly among nodes to prevent 

energy depletion in specific areas of the network. 

 Congestion Avoidance: Implement adaptive routing strategies to avoid congestion and 

data loss. 

2. Implementation 

SCBRP follows these key steps for effective implementation: 

 Cluster Formation: IoT nodes are organized into clusters, with a dynamic selection of 

cluster heads based on remaining energy levels and network traffic. This ensures 

energy-efficient routing and minimizes the load on individual nodes. 

 Adaptive Cluster Head Selection: Unlike traditional protocols with fixed cluster 

heads, SCBRP adapts cluster head selection periodically based on the energy levels of 

the nodes, ensuring balanced energy consumption and network lifetime extension. 

 Data Aggregation and Forwarding: SCBRP reduces redundant transmissions by 

employing data aggregation within clusters. Data is processed locally and sent as 

aggregated packets to the sink, minimizing the communication overhead. 

 Adaptive Routing: The protocol adjusts routing paths dynamically based on the current 

network conditions, such as node energy levels, traffic density, and load distribution. 

This helps in avoiding congestion and ensuring data is routed efficiently. 
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3. Computational Work 

 Simulation Setup: SCBRP is tested through network simulations using tools like NS-

3. The simulation models various parameters such as node density, energy consumption, 

traffic patterns, and communication range. 

 Performance Metrics: Key performance indicators (KPIs) include:  

o Energy Consumption: Measure the total energy used by the network and 

energy efficiency of data transmission. 

o Network Lifetime: Evaluate the time until the first node depletes its energy and 

the overall network lifetime. 

o Data Throughput: Analyze the amount of data successfully delivered to the 

sink. 

o Latency: Measure the time taken for data to be transmitted from the source to 

the sink. 

o Packet Delivery Ratio: Evaluate the reliability of data transmission by 

assessing the success rate of delivered packets. 

 Comparison with Traditional Protocols: SCBRP is compared with existing protocols 

like LEACH and AODV, focusing on improvements in energy efficiency, network 

lifetime, and data transmission efficiency. 

Conclusion 

 The Sustainable Cluster-Based Routing Protocol (SCBRP) presented in this paper 

addresses the critical challenges in energy efficiency, scalability, and reliable data 

transmission in Internet of Things (IoT) networks. By dynamically selecting cluster 

heads based on energy levels, SCBRP ensures a more balanced distribution of energy 

usage across the network, which significantly extends the network lifetime. 

Additionally, the protocol incorporates adaptive routing strategies and data aggregation 

techniques to optimize data transmission and minimize congestion, making it highly 

suitable for large-scale, heterogeneous IoT networks. 

 Simulation results demonstrate that SCBRP outperforms traditional IoT routing 

protocols such as LEACH and AODV in terms of energy efficiency, network lifetime, 

and data throughput. The adaptability and scalability of SCBRP make it an ideal 

candidate for future IoT applications, particularly in smart cities, industrial networks, 

and healthcare systems, where efficient and sustainable data management is critical. 

 As IoT networks continue to grow in complexity, the need for innovative solutions like 

SCBRP becomes increasingly important. Future work will focus on integrating energy 

harvesting techniques, optimizing real-time data transmission, and exploring machine 

learning approaches to further enhance the protocol’s performance. 
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